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The overall aim of NANCY is to introduce a secure and intelligent architecture for the beyond the fifth generation
(B5G) wireless network. Leveraging Al and Dblockchain, NANCY enables secure and intelligent resource
management, flexible networking, and orchestration. In this direction, novel architectures, namely point-to-point (P2P)
connectivity for device-to-device connectivity, mesh networking, and relay-based communications, as well as
protocols for medium access, mobility management, and resource allocation are designed. These architectures and
protocols will make the most by_jointly optimizing the midhaul, and fronthaul. This is expected to enable truly
distributed intelligence and transform the network to a low-power computer. Likewise, by following a holistic
optimization approach and leveraging the developments in blockchain, NANCY aims at supporting end-to-end (E2E)
personalized. multi-tenant and perpetual protection. Finally, in order to accommodate the particularities of the new
RAN that are generated due to the use of novel building blocks, such as blockchain, multi-access edge computing,
and Al, a new experimentally-verified network information theoretic framework will be presented.
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Results

R1 | B-RAN architecture v v v
R2 | Novel trustworthy grant/cell-free cooperative access mechanisms v v v
R3 A novel security and privacy toolbox that contains lightweight consensus mechanisms, v J
and decentralized blockchain components
R4 Realistic blockchain and attacks models and an experimental validated B-RAN v
theoretical framework
R5 | A novel quantum key distribution mechanism to boost end-user privacy v
R6 | Smart-pricing policies v v
R7 | Al-based B-RAN orchestration with slicer instantiator v v v
A novel Al Virtualiser for underutilized computational and communication resource
R8 exploitation v v v
R9 | Novel self-evolving Al model repository v v v
R10 | Experimentally-driven reinforcement leaming optimization of B-RAN Vi J
R11 | Semantic & goal-oriented communications v v v
R12 | An explainable Al framework
Next-generation SDN-enabled MEC for autonomous anomaly detection, self-healing
R13 and self-recovery v v
A computational offloading mechanism with novel resource-aware/provision scaling
R14 m?_chanisms and novel battery as well as computational-capabilities aware offloading v v
policies
R15 | User-centric caching mechanisms v
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Overall approach
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