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Training Datasets BGSNS
Key Takeaways:

» Preference for synthetic and mixed datasets. 10%
N/A
« Challenges in obtaining real-world datasets
for AI/ML model training, particularly in 16% 33%
networking-related Al Mixed Real
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Training Datasets BGSNS
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“Significant effort is underway to create an SNS JU database for
sharing utilized Al datasets with the global research community”
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Data Privacy & Security BGSNS

Key Takeaways: A Data Privacy and Security mechanisms @

 Federated & Multi-Agent Learning gaining 26%
traction for decentralized security. No concerns

» Probabilistic techniques (e.g., Differential
Privacy) used in some cases.

» Other security methods include cryptography,
token-based approaches, and Explainable Al

45%
FL/Multi-Agent

(XALl).
« Some projects report no significant 20%
privacy/security concerns due to: Other

« Local training
» Lack of sensitive data
« 73% of projects did not provide information on
privacy/security strategies

9%
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